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Connect to the SAMHSA network via the OpenVPN application.  Use your SAMHSA provided username and password for OpenVPN.  To 

connect click the toggle button next to your OpenVPN profile.



After you enter your password you will be prompted to enter an mfa code.  You should have the Okta verification application installed on 

your phone.  Enter the code in OpenVPN from the hhs-samsha.okta.com account.

You will then be connected to the SAMHSA VPN network



Connect to the SAMHSA bastion linux server at 198.168.8.18 using your samhsa-cld domain, provided username and password.



 

The IP addresses for the two StateTA Stg servers are: 172.28.0.81 and 172.28.0.107.  Use your same samhsa-cld domain username and 

password to log into the Stg servers.



 

 

Download the latest code from the SAMHSA gitlab repository to a directory named www.  Use your SAMHSA provided gitlab credentials.  

The SAMHSA project in Gitlab can be found at: https://<username>@gitlab-cc.samhsa.gov/stateta-team/stateta.git

 

Change directory into the newly cloned www directory and execute the command composer install to install Drupal site required 

dependencies.

cd www/ && composer install



 

 

The site root for the StateTA site is at /srv/www.  Copy the Drupal configuration files from the existing site deployment into the newly created 

www directory in your home directory.

sudo cp /srv/www/settings.php /srv/www/.htaccess /srv/www/services.yml .

 

Set the file and directory permissions so that the www-data Apache user can read the newly cloned www directory.

cd .. && sudo find www -type d -exec chmod 2775 {} \;

sudo chown -R www-data:www-data www/

 



Rename the old, deployed site directory at /srv/www and move the newly cloned www directory in your home to /srv.

 

 

Symbolically link the Drupal configuration files into the site configuration directory.  When done, then link the Drupal public files directory into 

the site configuration directory so the site can see the public attachments.  The site attachments are stored in EFS.

sudo ln -s /srv/www/settings.php /srv/www/web/sites/default/settings.php

sudo ln -s /srv/www/services.yml /srv/www/web/sites/default/services.yml

sudo ln -s /mnt/efs/public/ /srv/www/web/sites/default/files  && sudo ls -l /srv/www/web/sites/default/

 

Change directory to the Apache root for the site at /srv/www/web and check the site status by running Drush status as the www-data user.  If 

your site deployment is successful Drush status should show that the Database is connected and bootstrap was successful.

cd /srv/www/web &&  sudo -u www-data ../vendor/drush/drush/drush status

 

Put the site into maintenance mode and then clear the site cache using Drush (drush sset system.maintenance_mode 1 to enter 

maintenance mode, and drush sset system.maintenance_mode 0 to exit.)

sudo -u www-data ../vendor/drush/drush/drush sset system.maintenance_mode 1 && sudo -u www-data ../vendor/drush/drush/drush cr

 



 

Make sure the site database is fully updated using Drush (drush updb).

sudo -u www-data ../vendor/drush/drush/drush updb -y

 

 

Update the site database configuration with Drush using configuration sync (drush cim).

sudo -u www-data ../vendor/drush/drush/drush cim -y

 

Import the updated site structure using Drush and structure sync using Full mode.  If you get prompted for individual structure types, choose 

1 for full each time.

sudo -u www-data ../vendor/drush/drush/drush ia



 



 

 

Take the site out of maintenance mode and clear the cache.

sudo -u www-data ../vendor/drush/drush/drush sset system.maintenance_mode 0 && sudo -u www-data ../vendor/drush/drush/drush cr


